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Enhancing the Functionality of an Intranet

Executive Summary

The e-Fence Corporation, used as a case study in assignments one and two, has implemented a corporate intranet.  The company wishes to encourage and promote collaboration among its employees through the provision of appropriate applications and other intranet facilities.

This report identifies a variety of the approaches to the provision of services that can be used to determine the nature of applications that can, could or should be provided to encourage productivity.

The report discusses the need for network performance monitoring.  It provides some commentary on the generalised method by which this can be applied to a computer network.

The report discusses document management on a corporate intranet, describing the various requirements that need to be addressed in policy in order that the content of the intranet will appropriately reflect the corporate requirements for access, accuracy and currency.

The report discusses the need for and methods of evaluating intranets using a cost-to-benefit approach.  As with any other corporate provision, an intranet should be developed based on business requirements, and evaluated to demonstrate how it has supported those needs in a cost effective manner.

Note: 
The words “internet” and “intranet” are used intentionally throughout this report, rather than the often used forms “Internet” and “Intranet”.  The near ubiquitous capitalisation of the two words implies a degree of singularity that neither term deserves.
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Introduction

Intranets in the corporate environment have become so pervasive that many aspects of their development and justifications can be overlooked in the enthusiasm of providing them.

This report examines a number of intranet related issues, such as the nature of applications most conducive to employee collaborative activities, the need for a standardised methodology for providing content, and the need to justify an intranet in the same way other corporate facilities are rationalised.

The report does not go into depth in many of these headings, but provides a framework for further investigation.

2 Terms of Reference

This report has been prepared as the third assignment for the 06.815: Internet and Intranet Management course.  This course forms a part of the UNITEC Institute of Technology Master of Computing programme.  The report has been prepared by the single author, as an individual element of assessment.

The parameters and requirements were provided in the form of two case studies, with the writer of the report to choose one of the scenarios for investigation.  

This report ultilises the first of the two case studies, examining the issues within the context of the e-Fence Corporation.  The author chose this case study as a means of retaining consistency through the three elements of assessment for this course, and because the particular applications were more relevant to the personal situation of the author, in interests if not in fact.

The report is to evaluate products and methodologies that can be implemented within the given infrastructure so that the organisation’s intranet can be managed and maintained efficiently. 

The report, written to the Chief Executive Officer of e-Fence Corporation, is to discuss means of enhancing collaboration on the e-Fence intranet, a mechanism to manage and monitor the intranet’s various servers, the deployment of a secure document management procedure and draft guidelines related to cost effective intranet management.

3 Procedure

3.1 Background for Case Study

The e-Fence Corporation was described in a fictional case study provided as part of the first assessment for the 815: Internet and Intranet Management course, in the report provided by Clements and Wallingford (2000).  E-Fence is a company with 500 employees that produces electric fences for the agricultural market.

While the manufacturing, marketing and distribution functions are centralized at one location, there are about 50 highly mobile sales staff.  The sales staff have some degree of access to the internet network when away from the company’s site.  

As well, the previous report developed the concepts of an intranet for the use of the employees, as well as an Internet presence for the company.  Both of these involved dynamic content drawn from the existing corporate databases.

A second report prepared by Wallingford (2000) concentrated on vulnerabilities of the network with an orientation to the types of damage a former employee might attempt, primarily related to his knowledge and contacts within the organisation.  This report provided further details of the nature of the various services provided within the intranet and for the internet more generally.

3.2 Enhancing Collaboration on an Intranet

With the provision of a variety of information for employees of the e-Fence Corporation on the corporate intranet, a variety of changes to the methods of accomplishing work can be expected, anticipated and encouraged.  Rosen (1997) described the enhancements to employee efficiency brought about by speed of information transfer – 

When employees have access to information at their desk, wherever their desk may be, less time is spent finding and re-creating information, and more time is spent intelligently processing and using information. (p. 3).

As well as simply speeding information transfer within an organisation, an intranet can be used to radically change the interactions and methods of working.  It is this improvement in collaborative abilities that ultimately allows intranet technologies to demonstrate true advantage and benefit to the organisation.

3.2.1 Evolution from LAN to Intranet

Many corporations have had, for a number of years, a variety of Local Area Networks (LANs) and Wide Area Networks (WANs) to allow personal computers, minicomputers, workstations and mainframe computers to share applications and data within the organisation.

The use of an intranet to encourage collaborative behaviour among employees in undertaking work within the organisation is not absolutely able to be distinguished from the use of applications within these networks.  If there is an indicative difference, however, it would be in the utilisation of the TCP/IP suite of protocols for data transport, coupled with the extensive use of graphical World Wide Web (WWW) browsers as the user interface for applications.  A significant advantage to this approach was described by Keen, Mougayar, and Torregrossa (1998) –

The Netscape browser displayed Merck’s clinical trials data with no user training required.  From an organizational viewpoint, this is perhaps the single most valuable feature of Net browsers.  For decades, the software industry has made “user-friendly” software a goal, hype, and claim, but in most instances the term meant something just a little less user-hostile than last year’s offering.  Browsers … really are easy to use, so easy that not only don’t they require expensive training but they offer a simple and single access tool for a vast range of information and services.  Together, TCP/IP, hypertext, and browsers have liberated business use of information technology, creating an intranet revolution that in many ways has had more impact on business than has the Internet itself. (p. 233).

The LAN/WAN infrastructure provides for the file access and sharing, and a considerable degree of security that is inherent in the degree of access and restriction available.  The use of the TCP/IP protocols for data transport (which may or may not already be employed within the network) provide a degree of standardisation and the routing of requests and responses.

3.2.2 Active versus Passive Applications

In many organisations, the first attempt at the provision of intranet services involves the production of a series of static pages of information, as described by Rosen (1997).  Lang and Chow (1996) referred to a survey of managers and their intranet intentions –

What to companies publish on the Internet or on an Intranet?  An Information Week survey of IS managers found that 76 percent of respondents intended to use Web software on Intranets to publish internal company information. (p. 23).

While a good starting point, this initial provision is more closely allied to the relatively straightforward increase of communication speed within the organisation.  Material such as telephone and other contact lists, press releases, company policy and procedure manuals can all be delivered by these “passive pages”.  These aspects of information provision are very important and time-saving for employees, and their presence on a corporate intranet are certainly not to be depreciated.  These static pages provide many neophyte users with a non-threatening introduction to the use of an intranet generally, ensuring opportunities for an employee to use a personal computer and browser to identify resources, navigate within the site and obtain useful information in an increasingly cost-effective manner.

More important to the concept of improving collaboration, however, is the extension of these passive pages into active pages, providing employees with the opportunity to contribute and comment.  

As well as simply providing information to the organisation’s employees, an effective intranet application will attempt to elicit information from the users.  Ultimately, an effective intranet will provide tools and a framework to collate, evaluate and search the information obtained to provide means to obtain advantage (of whatever sort) for the company.

3.2.3 Identification of Services to Provide

The recognition that an intranet can provide employees with a means for a variety of collaborative opportunities is directly associated with the need to identify, evaluate, select and manage the provision of services and applications to be available to the company’s employees.  A formal, standardised approach, such as that described in Taylor (1988), involves the use of an overall network management review team to gather facts, including the current network facilities and capabilities.  This team then, using a strictly formal process of matrices and hierarchical structuring, develops a strategy to recommend future network services and provision, identifying in the process the budgetary and organisational implications of each service to be provided.

More recent writings related to intranet development and deployment within an organisation describe a much less rigorous approach, with a lesser degree of individual scrutiny and rationale development.  While theoretically increasing risk to some degree, this decrease in organisational ‘overhead’ in intranet developments is increasingly apparent, even receiving the sobriquet of “Internet time” to describe the short timeframe from concept to deployment of internet/intranet applications and services.

Within an organisation’s intranet services, there can readily be incorporated some aspects of services that might not be considered appropriate in the context of the internet has a whole.  Generalised use of “push” services, for instance, have fallen out of favour on the internet, with a dramatic movement away from services that are automatically updated to the user’s desktop without request.  For a corporate intranet, however, such a service provision might well be appropriate and provide considerable advantage.  Updated figures for such things as stocking levels, production statistics, industry related news items, press releases from the company and its competitors – all of these could be “pushed” to the desktop of users without being obtrusive or interfering with normal work patterns.  With the advantages of bandwidth available in an intranet, many of the objections expressed by internet users become less applicable.

The most important consideration when determining the range of services to be made available to a corporate intranet is that of direct support for the business as described by Dyson, Coleman, and Gilbert (1997).   Services that can be demonstrated to provide ultimate advantage to the company should be included; those that cannot provide advantage can be left off, however nice they might seem.  Interestingly, this sort of overview approach could lead to some interesting outcomes.  There is a considerable penchant for employees to want to keep up with such things as sports scores and other such items unrelated to the business activity, and the demonstrated ability to get around many corporate attempts to restrict such activities on work time.  It might well be argued that a corporate intranet that delivered such seemingly unrelated material as sports scores and general news could be supporting the business activities.  After all, if one’s employees are going to be using company time and facilities to find these items anyway, it might be more cost effective to simply supply them so the workers do not have to spend time, effort and resources to go to find them on their own.

3.2.4 Indicative Example of Service to Support Collaboration

While electronic mail is often seen as a primary means of corporate communication, other services have considerably more to offer if one is seeking collaboration between staff members.

As an example, the provision and encouragement of such services as corporate discussion boards might provide more advantage to a company wishing to leverage electronic communication between employees into a true corporate benefit.

Electronic mail, while immediate and effective in many situations, could be readily replaced in many instances with similar messages, but with the messages able to be stored, searched, indexed and retrieved at will.

The corporate culture would need to be changed in most companies to utilise such things as discussion boards.  Training, encouragement and the demonstration of how value can be achieved, however, would generally allow workers to realise the similarities to the email services they are accustomed to, but with added facilities for longer-term advantages.

Moderated discussions (that is, with one or more selected employees chosen to keep the discussion moving and directed, rather than “moderating” in the sense of rejecting postings) on specific corporate topics of interest could be used to identify sources of corporate knowledge and involve people in the solutions to the problems that may not be seen as their individual problem and hence, generally not resolved.

3.3 Performance Reporting on Servers

With the uptake of a range of new services by increasingly large numbers of employees using a corporate intranet, performance reporting can be effectively utilised to ensure timely responses from the variety of network devices that will be necessary.  If company employees are to be encouraged to work electronically, it is essential that the hardware and speed of response be appropriate, else they will be quickly discouraged from participating in any such activity involving the change of corporate means of doing business.  Hein and Griffiths (1995) describe the need for network management tools generally –

Common complaints range from poor network response time to intermittent or complete network access failures.  It may take hours for the problem to be located, diagnosed, repaired and the network returned to service.  The costs arising from lost working hours alone can be enormous.  With the support of a network management system on the other hand, the network administrator may be aware of faults before the user notices them … A good system may locate the fault, advise the network administrator to reconfigure the system to minimize disruption (if possible), and refer to databases containing cabling and network component data to establish the nature of the fault. (p. 3).

3.3.1 Management of Reporting

Most early attempts at providing network operations and maintenance information were text based, providing the information but often in a form that was not easily grasped by a manager not fully accustomed to the particular reporting.

With the advent of more sophisticated reporting packages, along with the development of established conventions for such things as colours and sounds, and the extensive use of graphics, the ability to provide both detail and summary reporting has made network management software packages useful for both technical personnel and management level administrators.

Networks can be represented from a variety of viewpoints at the click of a mouse, providing “layered views” of the network.  Such a view might start with only the global objects involved – servers, sub-networks, hubs and routers.  More detailed views would ultimately zoom into particular pieces of individual hardware.

3.3.2 Generation of Performance Reporting

Obviously, manually maintaining such a ‘map’ would not be feasible, nor would manually obtaining all of the information relating to the performance of the individual devices.  This is where the polling techniques employed by the Simple Network Management Protocol (SNMP) are introduced.  

SNMP provides a means of user-configurable polling of each of the various devices, obtaining information that is used not only for the mapping facility, but also for performance monitoring for each device and aspect of the network.

As described by Hein and Griffiths (1995) – 

The SNMP architecture establishes the following parameters:

· The extent of management information transferred by the protocol.

· The way data transferred by the SNMP protocol is displayed.

· The management operations the SNMP protocol can execute.

· The way data is exchanged between management entities.

· The establishment of relations between all administrative entities. (p. 95).

3.4 Secure Document Management Procedure

Bernard (1996) enthusiastically, but somewhat simplistically, describes setting up a corporate intranet as a matter of –

· Determining if the network can support an intranet (does it use the TCP/IP protocol suites for communications already?)

· Installing a WWW server

· Providing content, empowering your users and notifying your users. (pp. 77 – 94).

In practice, one would hope that considerably more planning precedes most attempts at intranet provision and co-ordination than Bernard seems to believe is necessary.

Rather than simply seeing a corporate intranet as a company bulletin board, where there may be sections for particular divisions, but anyone can add (or remove) material, a predetermined policy development, coupled with procedures that enable users to work effectively within the framework of the determined policy will ultimately provide a better outcome from the corporate viewpoint.

As described by Steria (2000), one source of electronic document management related software – 

The installation of a document management system improves access to documents, facilitates using them again as well as eases exchanges for better information sharing. 

An overall view of the requirements of a secure document management system will identify that it must address all of the aspects of –

· Document identification and acquisition

· Standarisation of content and appearance preparatory to provision

· Storage and retrieval

· Document access

Each of these headings contains a myriad of management and security implications that must be addressed in order to provide a comprehensive approach to the supply of documentation across an intranet.

The development of strict policy guidelines to determine the nature of material to be made available, for instance, would go a considerable way to identify the aspects of who should be able to view the document, when the document might need review, security aspects related to its provision and many other such details.

Telleen (2000) describes well the need to provide a strict framework for document provision, while still retaining the degree of corporate direction (if not control) required – 

Managing distributed systems provides interesting challenges that are not found in centralized environments. The biggest challenge is moving from an attitude of control to an attitude of enabling independent decisions and actions. Without some standards, organizations lose their ability to communicate effectively and coordinate their activities. Without some level of support, domain experts become too involved in low level maintenance activities at the expense of the high leverage functions that most benefit the enterprise. The challenge is meeting the needs for coordination and efficiency without destroying the independence of decision making and action that make enterprises strong and flexible.

Telleen goes further to describe the use of specific personnel roles that would be expected with the development of the document management policies required.  This aspect of roles for website development and provision was described in more detail by Clements and Wallingford (2000).

3.4.1 Website administrator

This person would be responsible for identifying and facilitating the variety of co-operative opportunities for web site content developments that will emerge.  The role is not inherently technical, though an appreciation of the technologies and capabilities involved would certainly be useful.  The role is more related to management and facilitation.  While some of the material was oriented to internet site provision, it applies equally well to an intranet such as described in this report.

3.4.2 Webmaster

The webmaster’s role is more related to the technical provision of the services, and certainly not to be seen as ‘the person we give the text to who turns it into HTML’.  The role is more closely seen as the tactical provision of the site and the provision of the infrastructures required, including tools and technical support to the users.

3.4.3 ‘Publishers’ within the company

‘Publishers’ is a role related to the determination of the type of content to be provided both internally and on the internet site.  The person/people performing this role would be the selectors of the formal and informal company information and documents to be provided on the web site(s).

Each area within the business may well maintain a publisher for their particular needs.

3.4.4 ‘Editors’ within the company

Editors in this context may well be thought of as a marketing-type person, though the responsibilities would extend well beyond that.  This role would determine what particular information requires creation, managing the information creation and update process for that area of the business, including a formal review cycle.

3.4.5 Authors of material

Authors are the actual writers of the materials to be made available, to some degree independent of the actual medium of communication involved.

3.4.6 A Web ‘Council’

A committee representing the various roles described above, chaired by the web administrator, with membership down to the level of the various ‘publishers’ within the organisation, would ensure consistency of application across the organisation.  This entity would provide the policy framework, ensuring the consistency of material content and presentation through the creation of high-level style guides for use in content development.  It would provide a forum for the communication between the content providers, allowing the sharing of issues, solutions and application of new processes.

3.5  Draft Guidelines for Cost Effectiveness of Intranet

While intranets are relatively easy and low-cost to create, measurement of economic impact, particularly the benefits, are somewhat more difficult to obtain and quantify.

As the decision to provide a corporate intranet involves expenditure of time and resources, it should be justified by a formal business support evaluation mechanism.  Unfortunately, the direct returns are often not in such a quantifiable or tangible form to make this easy.

For many small scale intranet applications, not attempt at cost versus benefit analysis is even attempted.  As described by Waltner (1999a), discussing the intranet applications of Mr. Robert Musacchio, CIO with the American Medical Association in Chicago - 

That's because the primary advantages of his company's intranet applications--improving employee morale and the workplace environment--are difficult to quantify. "Because these applications are internally focused, it's been hard to get a rate-of-return figure," Musacchio says. "Also, we don't look at them in that way. We do them because it's what employees want."
At $10,000 to $20,000 apiece to develop internally, the intranet applications are so affordable that a strict return-on-investment calculation just isn't worth his time. "It would probably take me longer to figure out the ROI for these applications than to deploy them," Musacchio says.

That is not to say that even these small scale applications are not capable of the traditional Return On Investment (ROI) approach.  It simply means that some different approaches may need to be taken.  Walter (1999b) provided one such example – 

But for a precise measure of an intranet application's ROI, IS executives need to grapple with some intangibles. Managers must discover exactly what benefits might arise from a new intranet application. For example, an intranet that provides an online employee manual equipped with a search engine would offer savings by reducing the amount of time people spent looking for the manual and information within the manual.
This could be done through a time-and-motion study, by asking employees to look up something in their manual and then timing them, Phifer says. The average time is used as the basis for calculating overall time savings.
To assess improvements in accuracy provided by an intranet knowledge base, such as an archive on product information, IS managers could look at the company's history for how inaccuracy might have hurt in the past, such as from lawsuits. In the end, however, all soft benefits are at best rough estimates, says Phifer, who adds that, “They tend to be very subjective.”

Gandhi, Hsieh, Miao and Williams (1997) developed useable models for the comparison of costs, categorising them as -

· ease of setup/configuration 
· functionality 

· integration into existing file, print services 

· scalability 

· availability of third party tools.

Again, these authors tended to avoid the less tangible and more difficult concept of quantifiable benefits to an organisation.

While difficult and arguable, this assignment of potential value in the provision of a corporate intranet will be increasingly important in an environment with many information technology failures in the public arena.  Even such things as a low cost intranet should be estimated in value of return to the company, and ultimately monitored and measured against those expectations.

4 Conclusions

Intranet provision within a corporate environment is considerably more complex than simply supplying a range of hardware and software, then hoping that favourable outcomes will emerge.  An intranet requires a considerable degree of planning, justification, analysis, design, training and, perhaps more important than any other, a clear set of policies within which the development can take place.  If management is clear about the expected outcomes, they can be monitored and assessed regularly to ensure the reality is meeting the expectation.

Applications for use on the intranet need to be identified and provided to give users the tools that are needed to collaborate effectively.  Methods of working together may change without intervention, but intranet designers should be prepared to initiate change directly if required, particularly when systems are new or employees have not be adequately prepared for the use of the network systems.

Network management tools can be used to ensure the services are available, and even anticipate problems within the network provision that can be addressed before users perceive them as impairing.

The material content for the intranet needs to be developed and provided within a policy framework as well.  If there are clear descriptions of what material needs to be available, with parameters stated for such matters as degrees of access, uptime expectations and other such issues, the provision can be readily defined and made available.

Intranet services need to be justified within the economic environment of a company in the same was as other services.  With many of the potential benefits being somewhat intangible, the analysis is perhaps more difficult, but there are increasing number of both rationales and tools to assist in quantifying value to the corporation.
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